SharePoint Column Permission

Please note that Column View Permission has to be activated before it can be used. For further
reference, please see our Product Installation Guide.

Further information is also available in our FAQ.

Feature Introduction

Column Permission

Column Permission Enable or Disable Column Permission

Enable or disable Column Permission @) Enable

(") Disable

This function lets the administrator globally enable or disable or Column Permission settings
configured with Column Permission in this list.

Permission Settings

Permission Settings Permission Settings Name (Click to edit) ~ Click to Delete Enable Disable State

Set form permission parts. You have not yet created any permission settings.

8 Add Form Permission Settings

The Permissions Settings section gives the administrator an overview over all Column
Permission settings already set up. Each settings part can be deleted, or enabled disabled. The
status field display whether a settings part is enabled or disabled. To edit a Column Permission
settings part click the name of the settings part which will open the settings page for the Column
Permission settings part.

To add Column Permission settings, click the “Add Form Permissions Settings” link.

Import/Export Permission Parts


http://www.boostsolutions.com/pdf/product%20installation%20guide%202007.pdf
http://www.boostsolutions.com/general-faq.html

Import or Export Import ‘ | Export

Import or export current settings as an xml file.

The new version of Column View Permission allows for importing and exporting permission
parts. This function is based on XML files. Thus, creating similar permissions for different sites
will be easier and less time consuming.

To import settings click the Import button. A popup window will open. There the administrator
can either paste the XML file contents into the designated area, or browse for a file and upload it.
After uploading the file the contents will be displayed in the area above the upload area. To
confirm importing the XML file click the OK button. To abort importing the specified
permission settings, click the Cancel button.

To export permission settings click the Export button. A popup window will open and display
the XML file contents in the edit area. The administrator can then save the settings to any
location and thus make it reusable in other lists. To abort exporting the settings, click the Cancel
button.

Permission Settings Name

Permission Settings Name Enter a name for these Permission Settings:

Enter a unique name for these permission settings
Name each Column Permission settings part. The settings part will be displayed with this name
in the Permission Settings table in the main settings page for View Permission.

User/Group Selection Process

The User/Group selection process has been modified and improved compared to the previous
version. One distinctive difference is that administrators are now able to specify in far more
detail which users to include and which to exclude from the selection process. It also makes
understanding the selection easier as both parts share the same interface.

The first selection lets the administrator decide if he wants to include all users, or if he wants to
select a small group of users based on criteria that he specifies below.



Include People

5 Select people type
Select people to whom you want to assign permissions

Select All Users
Q@ Select Only the Following Users

Column View Permission now allows for specific selection of users and groups by filtering them
by:

a) Including/excluding anonymous users
b) Input of user or group names
c) Selecting user/group columns, as well as relative lookup fields in this list
d) Looking up users from other lists and filter them based on conditions
a) Anonymous Users
Select/Unselect Anonymous Users
[JIncude Anonymous Users
This allows the administrator to include anonymous users in the permission settings.
An anonymous user is used for public access to your Web Site.
Anonymous access allows anyone to visit the public areas of your Web sites while preventing
unauthorized users from gaining access to your Web server's critical administrative features and

private information.

b) Input of user and group names

Enter users/groups

&, W

As in previous versions, Column View Permission provides a box to enter any user or group
name. It also allows entering multiple users or groups, and as with the default user selection, the
administrator can look up names or check the names entered into the box.

c) Selecting user/group columns, as well as relative lookup fields in this list



Choose columns containing users or user groups

["| pisplay any related columns {i.e. lookup columns)

luser
| Created By
| Modified By

As in previous versions, Column View Permission provides checkboxes with all User/Group
columns available. Checking these checkboxes will result in selecting the users which are
contained within the selected column. This selection will filter the values in the column specified
with the logged in user. The permissions are only set for items associated with the currently
logged in user, but will not affect any other items.

The administrator can also select related columns, if the checkbox to display them is checked.

This means that all user/group columns in the list that is looked up from will be available for
selection.

d) Looking up users from other lists and filter them based on conditions

Choose user or group columns from another SharePoint list

IChoose user/group columns from a different list: X
Select a site: Select a list:
Global Home - ActiveDirectoryConfig v

Select a column containing people or groups:
[ created By
[ Modified By

V| Add condition

Enter a condition to determine the people or groups to which the permissions will be assigned:

[Insert column...] v [Insert operator...] v [Insert function...] v

Function Help Tip

Add users from another list

The process to select users from another list works in 3 steps:



1. Specify the list to look up from. To do so, the administrator has to firstly select the site
on which the list is located. Note that only sites in the same site collection are available.
All lists located on this site will be available for selection in another dropdown list.

2. Specify the User/Group columns that will be used to specify the users. These are to be
selected through checkboxes, similar to the User/Group column selection in the original
list. The difference is that all the users are pulled from the column regardless of the user
who has logged in. Thus the settings will be the same for all items. Also, related
columns are not available to select in these settings.

3. Afinal step is the ability to filter the users selected based on conditions.

Specify Selection Criteria Based on Conditions

We have introduced conditions to specify user and items even more precise, and thus providing
an even more granular approach. The conditions sections have been added in two sections:

a) For filtering users/groups from other sites
b) For specifying the items that will be affected by the permission settings

a) The process to select users from another list works in 3 steps:

1. Specify the list to look up from. To do so, the administrator has to firstly select the site on
which the list is located. Then all lists located on this site will be available for selection in
a dropdown list.

2. Specify the User/Group columns that will be used to specify the users. These are to be
selected through checkboxes, similar to the User/Group column selection in the original
list.

3. Filter the results by specifying conditions. The conditions allow to build relationships
between the User/Group columns and any other column existing in the list. This will
effectively result in only selecting users who meet the conditions specified.

b) Specifying items that will be affected by the permission settings:



Form Permission Settings

Select permission settings:

[¥] add Conditions
Enter a condition to determine the people or groups to which the permissions will be assigned:

[Insert column...] v [Insert operator...] v [Insert function...] v

Function Help Tip

By entering conditions, the administrator can specify for which items the permissions are set.
The main difference to the user selection process is that these conditions are only based on the
current list. There is no reference to other lists possible. Also, the selection process is not based
on any associated columns with the user selection, but it takes direct effect.



Form Permission Settings

Form Permission Settings

[select permission settings:

[] Add Conditions

New Item Form:
Select columns to hide on the new item form (these columns will not be visible)

,~
Attachments (3

Salary Tl

Social Security Number

User

lam| »

£ » <4 »

Edit Item Form:
Select columns to grant edit or read-only access in the edit item form

Select read-only columns

Approval Status =

Attachments P
Employee ID Add >
Salary

Social Security Number
User

i »

m

] >
Select hidden columns

[ | »

< » g

View Item Form:
Select columns to hide on the display item form (these columns wil not be visible)

Approval Status -

Attachments |f|

Employee ID

Salary

Social Security Number
User

Add >

) »

<4 » < »

Add permission settings

In the new version of Column View Permission the administrator has the option to not only set
the permissions for columns, but instead can specify what columns are accessible in what way
for each form.

To set columns read-only, they have to be set as read-only in the Edit Item Form.

To set columns hidden, they have to be set as hidden in all three forms, meaning the New Item
Form, the Edit Item Form and the View Item Form.



Column Permission and View Permission are working closely together. This means that columns
hidden from certain users will have to be removed from a view if these users should be able to
access this view. If a view contains these columns it will not be accessible to the users.

Example

In a list that keeps confidential information on HR, most companies will have to restrict access to
certain fields.

HR Ménaéé;ne;l

New - | Actons > | setungs - Vew: Administration

ROIS034D03  Jadson  Rachel  (8199) Jackson Rachel@testcorp.com  7/7/1963 8781766 12VEJMT  S9Casno  Springfield 6/1/2008 0 6732013 Admnistraton Mansger  Mchael Rache
S0 Orive Peters Jadksen

| 6734

DAOIOIOPD19  Davis Adley (159 Davis.Ashiey @testcorp.com 10/14/1984 4224607899 12UNGFGE  4Kemnedy  Soringfield  1/1/2009 % 412009 yy:12 ProductionDevelopment  Quaity James White  Ashiey
593- Orive Assurance Davs
8% Analyst

TCO10806P014  Tumer Clare @155 Turner.Clae @testcorp.com 7BI97 618385574 12USSAX  74Man  Sprigheld  8/1/2008 % 1y/172008 8/y2011 ProductonéDevelopment Deveoper  Dariellopez  Clare
83+ Steet Turner
8501

BCISO70MK0S  Brown Catherine  (8122) BownCatherne@testcop.com  1/20/1965 074500789 12120GVCG  69Tmes  Springfield  6/15/2008 C 6/15/2013 Marketing Manager  Michael Catherine
s17- Square peters Brown
3257

LDI010%DI6  Lee Kevin 6122 Lee Kevn@testcorp.com 223/1983  00868-1919  I2IRGNIFN  60Cesro  Sprigfild  1/1/2009 3% 42009 yyo12 ProductiondDevelopment Developer  Dariellopez  Kevilee
25 onve
947

APOIOMEMKOS  Anderson  Peter ©133) AndersonPeterOtestcop.com  5/11/1967 630859855 12DLOYE  60Garden  Springfield  7/1/2008 3% 10/1/2008 721 Marketing Assistant  Catherine peter
124- Road Brown Anderson
9850

MO07080I18  Johnson  Mary (@159 JohsonMaryGtestcop.com  68/1984 431724648 121217 9Park Sorngfield  7/1/2008 3% 10/1/2008 o1 ProductonDevelopment  Qualty Jameswhite  Mary
420- Avenve Assurance Johnson
9327 Analyst

PIDI0S0SGMOL  Peters Mcheel (8133 Peters MchaelGtestcop.con  9/21/1960 265630983  121003Q 19 Springfeld  6/1/2008 General Manager Onner Mchael
79- Greenview Peters
o717 Terrace

WI0I0608PD11  White James (8155 White. James @testcorp.com 5/26/1974 45208128 I2IMRMBZ  14Park  Sprigfield 6/1/2008 ProductonDevelopment Manager  Michael James
71 Boueverd peters White
33%

SI10708A004  Smith Jhn (122) (8222) smith.ohn@testcorp.com 12/11/1964 4680433 12UMAP  65Man  Springhed 7/1/2008 3% 10/1/2008 7121 Administraton Assstant  Rochel John Smith
97- 710- Sreet Jacksan
6471 4a60

GI010808YK08  Gardla Giabeda  (8155) (8222) Gacalssbela@testop.com  S/I8/1968 764966384 12IANXY4  3SMan  Springfeld 8/1/2008 3% 13/1/2008 8/121 Marketing Assistant Catherine Isabete
s 761 Sueet Brown Garcia
B BN

PAOIOTOSPDI3  Philps Angela  (B111) (8222)  Phlips.AngelaBtestcorp.com 1120/1977 006429357  1206X0M  S9Museum  Springfeld  7/1/2008 3% 10/1/2008 71 ProductondDevelopment Developer  DanielLopez  Angela
02 181 Road Philps
w32 w7

MO0 Jadson  Mary @111)  (8233)  Jackson.Mary@testcorp.com 10/5/1968 529668285  1L4IMRW 72Ston  Sprgfeld  1/1/2009 % 42009 Y1 Marketing Sales Catherine pary
242 I quare Assodate  Brown Jackson
w0 055

LSOL0609PD17  Lewss Smn (8122) (8244)  Lewis.Susan@testcorp.com 1U3/1983  S95793  121290GM2 Mlake  Springheld 6/1/2009 3% 9/12009 6/y2012 Producton8Development Developer  DarielLopez  Susan
408-  505- Road Lews
s08  6n1

LPO0708PD12  Lopez Dariel @11) (82¢4) Lopez.Danel@testcorp.com YPN977  SHIATI  RFYEL 12 Soringfield  7/1/2008 3% 10/1/2008 12011 ProductionDevelopment  Project James White  Dariel
559- 32- Springfield Manager Lopez
%67 9435 Sodevard

TMO10308MKD7  Tayior Medson (8144 (82%9) TajorMadsonGlestcop.com  8/5/1967 05660545 I2NRNEIW  18Park  Sprigfidd  8/1/2008 3% 1y/1/2008 8jy1 Adminisraton Assistant Rachel Madson
21 01 Souevard Jackson Taylor

7 996

RAOIOSOSPD1S  Rodiguez  Anthony  (8122) (8222) RodriguezAntonyOtestcop.com 17/1982  63201-U79  12°XSI0B  17Pak  Sprngfeld 8/1/2008 3% 13172008 LT Production@Development Developer  DarielLopez  Aathony
31 49 Averve Rodriguez
5O 182

S0010MKI0  Smth Jefer  (8155) (8244)  Smith.Jenvifer Gtestcomp.com 1281973 W68 12QQUS 59 Sprigfield  6/1/2009 3% 9/1/2009 sy Marketing Sales Catherine Jennifer
8- W02 University Assodate  Brown Smith
01 849 Orive

The screenshot above illustrates this issue; here a lot of information is included that normal

employees should not be able to change. Column View Permission is designed to provide a way

to manage permissions for forms. It also provides the option to hide columns, or to set them as

read-only.

So for the Edit Item Form all values can be changed, even though the user should not be able to
see or changed all the information in this form.




Employee ID

JRO10608AD03
Family Name Jackson
First Name Rachel
Date Of Birth 7/7/1963 i
Passport # 121VBITHT
Social Security # 308-78-1766
Address 55 Casino Drive
City Springfield
Email Jackson.Rachel@testcorp.com
Phone (8199) 560-6794
Mobile (8255) 853-9584
Joined on 6/1/2008 @
Duration of Contract 60
Contract Due Date 6/1/2013 E
On Probation Until i
Position Manager
Department Administration v
Reporting To Michael Petgrs
Comments
User \Rachel Jackson &

The same issue exists for the New Item Form. Not every user should be able to add information
to the list, or enter values for all columns.



Employee ID

Family Name

First Name

Date Of Birth

Passport #

Social Security #

Address

City

Email

Phone

Mobile

Joined on

Duration of Contract

Contract Due Date

On Probation Until

Position

Department

Administration

Reporting To

Comments

User

8

In the View Item Form, most often, companies would want to hide certain information from
users. With default settings however the View Item Form looks like the one below.



Employee ID JRO10608ADO03
Family Name Jackson

First Name Rachel

Date Of Birth 7/7/1963
Passport # 121VBITHT
Social Security # 308-78-1766
Address 59 Casino Drive
City Springfield
Email Jackson.Rachel@testcorp.com
Phone (8199) 560-6794
Mobile (8255) 859-9584
Joined on 6/1/2008
Duration of Contract 60

Contract Due Date 6/1/2013

On Probation Until

Position Manager
Department Administration
Reporting To Michael Peters
Comments

User Rachel Jackson

To change this behavior, navigate to the Column Permission Settings. To do so, enter the List

Settings page.

Global Home > HR Department > HR Management

Employee ID Fami
JRO10608AD0O3 Jacks

DA010105PD19 Davig

HR Managemen

(=i New Item | [3Edit Item | X Delete Item | 33Manage Permissions | (4 Workflows | Alert Me

Create Column

Add a column to store additional

information about each item.

Create View

Create a view to select columns,
filters, and other display settings.

TC010808PD14 Turng

List Settings

Manage settings such as permissions,

columns, views, and policy.




There click the Column Permission settings link.

' General Settings

o Title, description and navigation
@ Versioning settings

8 Advanced settings

8 Audience targeting settings

@ Delete this list

8 Save list as template

@ Permissions for this list
8 Workflow settings

8 List Item Ranking Settings (Powered by SharePointBoost) @ Information management policy settings
@ RichText Boost Settings (Powered by SharePointBoost) o Column Permission settings (Powered by SharePointBoost)

@ View Permission settings (Powered by SharePointBoost)
8 Item Permission Batch settings (Powered by SharePointBoost)
& Form validation settings (Powered by SharePointBoost)

This will direct you to the Column Permission Main Settings page. Here click Add Form

Permission Settings.

Main Settings Page

Click the OK button to apply any changes you have made to permission settings

Column Permission

Import or export current settings as an xml file.

Enable or Disable Column Permission
Enable or disable Column Permission @) Enable
© Disable
Permission Settings Permission Settings Name (Click to edit)  Click to Delete Enable/Disable State
Set form permission parts. Administration
© Add Form Permission Settings
Import or Export

License Management

Manage license for Column Permission

Click here to manage license for Column/View Permission 2.0.401.1

Click the OK button to apply any changes you have made to permission settings | 9K

Here, firstly specify the name of the permissions part, here it is called "Administration™.

Permission Settings Name
Enter a unique name for these permission settings

Enter a name for these Permission Settings:

Administration
Include People
Select people to whom you want to assign permissions ® AI‘YPE

() Select Only the Following Users




In the Include People section the checkbox is set to Select All Users. In this Permission part the
users affected are specified by excluding users, thus the selection is actually made in the Exclude
People part.

V] Exclude People Select people to exdude from these permission settings

Select people to exdude from these permission settings
cRemRE I Sioue sl g Select/Unselect Anonymous Users

V| Exdude Anonymous Users

Enter users/groups

& W

Choose columns containing users or user groups

|| Display any related columns {i.e. lookup columns)

Juser
Created By

Modified By

Choose user or group columns from another SharePoint list

iChoose user/group columns from a different list: x

Select a site: Select a list:
HR Department - HR Management -

Select a column containing people or groups:
V]User
Created By

Modified By

|| Add condition

Enter a condition to determine the people or groups to which the permissions will be assigned:
[(HR Management).Department]=="Administration"

[Insert column...] v [Insert operator...] v [Insert function...] v

Function Help Tip

‘ Test Condition Settings

Add users from another list

Firstly, the Anonymous Users are excluded from the selection. Furthermore, this settings part
should only affect all users except employees in the "Administration” department. To exclude
these users, the "Choose user or group from another SharePoint list" section can be used to filter
users. To do so you have to specify the site and list to lookup from. In this case, this is actually
the same list, so it is the HR Department site, and the HR Management list. After that, a column
has to be selected from which the users or groups are pulled from. The "User" column contains
all the users in the company; therefore this information has to be filtered. For filtering this
information Column Permission provides condition settings. The condition in this case is:

[(HR Management).Department]=="Administration"

This condition specifies that only users working in the "Administration™ department will be
selected.



Looking at the whole user selection, this part specifies that only users should be affected by these
settings who are not an anonymous user, and whose value in the Department field is not
"Administration”.

To complete the settings you have to specify what permissions the users should have for which
form.

Permission S¢

gs Form Permission Settings

[Select permission settings:

_| Add Conditions

New Item Form:
Select columns to hide on the new item form (these columns wil not be visble)

Date Of Birth
Duration of Contract
Comments

Contract Due Date
On Probation Until
Passport #

Social Security #

b Employee ID

Edit Item Form:
Select columns to grant edit or read-only access in the edit item form

Select read-only columns

Department

Phone

Email

Family Name

Joined on

First Name

Mobile

Reporting To -

Select hidden columns

Duration of Contract

Date Of Birth

On Probation Until

Passport #

Social Security #

Employee 1D

o Comments

City -

View Item Form:
Select columns to hide on the display item form (these columns will not be visible)

B R - Date Of Birth

Email 3 Contract Due Date

Family Name E Comments

First Name Attachments

Joined on Address

Phone City

Position Duration of Contract

Reporting To - Employee 1D -

Add permission settings

These permissions reflect the permissions for all users except the "Administration” department
employees.

For the New Item Form, these users should not be able to add any information. Therefore all the
columns are set to be hidden.

For the Edit Item Form, you can choose to set columns either as read-only, or as hidden.
Information in columns like First Name, Family Name, Email, Department, Reporting to, and
Phone should be visible, but not changeable for these users.

The permission settings for the View Item Form should reflect the settings in the read-only
section for the Edit Item Form. This means that all other columns will be set invisible for this
form.

After all settings have been made, confirm by clicking OK. Please note that you also have to
click OK in the Column Permission main settings page to confirm any changes made.



Looking in as a user who is not working in the "Administration" department will change the
forms displayed.

The New Item Form now does not display any column to edit, it is completely empty.

Lok J[ cancel |

In the Edit Item Form only the columns set as read-only are displayed, all others are not shown
anymore. The columns displayed cannot be edited at all, they behave like in the View Item Form.

X Delete Item | 7 Spelling...

Family Name Jackson

First Name ‘Rachel

Email Jackson.Rachel@testcorp.com
Phone (8199) 560-6794
Mobile (8255) 859-9584
Joined on 6/1/2008
Position Manager
Department Administration
Reporting To Michael Peters
User Rachel Jackson

The View Item Form is also only displaying the columns not set as hidden.



Global Home > HR Department > HR Management > JRO10608AD03

HR Management: JRO10608AD03

= New Item | [ZEdit Item | ¥ Delete Item (% Workflows | Alert Me

Employee ID JRO10608ADO03

Family Name Jackson

First Name Rachel

Email Jackson.Rachel@testcorp.com

Phone (8199) 560-6794

Joined on 6/1/2008

Position Manager

Department Administration

Reporting To Michael Peters

User Rachel Jackson

As Column Permission is linked with SharePointBoost's View Permission, views containing
columns that are hidden from users will be not accessible.

Global Home > HR Department > HR Management

HR Management
New ~ | Actons > | settngs - View: Public
@ Jadson Rachel Jadkson Rachel Btestcorp.com Administraton Manager Mchael Peters 6/1/2008 (8199) 5606794 Rachel Jackson RO10608AD03 59 Casino Drive:
3 Davs Ashley Davis. Ashiey Gtestcorp.com ProductionsDevelopment Qualty Assurance Analyst James White 1/1/2009 (8155) 593-8646 Ashley Davis DAOI0109D19 4Kennedy Drive
@ Tumer Care Tumer, Ciaire @testcorp.com ProductonsDevelopment Developer Daniel Lopez 8/1/2008 (8155) 8348501 Clare Tumer TCO10808P014 74Main Street
3 brown Catherine Bromn.Catherine Gtestcorp.com Marketing Manager Michael Peters 6/15/2008 (8122) 517-3257 Catherine Brown BC1S0707K05 69 Times Square
3 tee Kevin = Production&Development Developer Daniel Lopez 1172009 (8122) 206-9647 KevinLee LXD10109PD 16 60 Casro Drive:
3 Anderson peter Anderson Peter testcorp.com Marketing Assstant Catherine Brown /1/2008 (8133) 124.9850 Peter Anderson APOL0708MK05 60 Garden Road
T3 Johnson Mary Johnson.Man Qualty Assurance Analyst James White 7/4/2008 (8155) 420-9327 Mary Johnson MO10708D18 9Park Avenve
3 Peters Michael General Manager Owner 6/1/2008 (8133) 2790717 Michael Peters PMO10608GMO1 19 Greenview Terrace
3 whte Jam ProductionsDevelopment Manager Wchael Peters /112008 (8155) 271-339 James White V1010608°D 11 14 Park Bodevard
3@ smth John Administraton Assstant Rachel Jackson 7/1/2008 (8122) 197-6471 John Smith 530107084004 65 Main Street
3 Gaas isabela Merketing Assstant Catherine Brown 8/1/2008 (8155) 559-9317 Isabella Garcla GID10808MKS 35 Man Street
3 lews Susan Production&Development Developer Daniel Lopez 6/1/2009 (8122) 408-5308 Susan Lewts LS010603PD17 70 Lake Road
3 lopez Daniel James White 7/1/2008 (B111) 559-8667 Darvel Lopez 1P010708PD 12 12 Springfield Boulevard
= Angels Developer Daniel Lopez 7\/2008 (8111) 102-1032 Anges Philips PAOI0TDSPD13 59 Museum Roed
3 Jedson Mary Merketing Sees Assocate Catherie Brown 1/1/2009 (B111) 2424900 Mary sckson MO10109K09 72 5taton sauare
3 smh Jenvifer Marketing Sses Assocate Catherine Brown 6/1/2009 (8155) 250-1016 Jennifer Sith SHIDIMKI0 59 Unversity Drive:
3 Taver Madison Administration Assstant Rachel Jackson 8/1/2008 (8144) 211-9067 Madson Taylor TMO10808MKO7 18 Park Boevard
3 Rodiguer Anthony Developer DarielLopez 8/1/2008 (8122 8311370 Anthony Rodriguez RADI0B0FPD1S 17Park Avere

So in this case while Administration staff can see the Public view with the Address column
included, this will throw an error message.

Go back to site

According to the current view permission settings, no views for this list are available. What would you like to do?

Go back to site

SharePoint-list-items-view.jpg
SharePoint list items view that cannot be seen

However, the view is accessible if the column is removed from this view.



Global Home > HR Department > HR Management

HR Management
New =
3 Jeckson Rache! Admiistration Manager Michael Peters 6/1/2008 (8199) 5606794 Rachel Jackson
3 Davis Ashiey ProductionsDevelopment Qualty Assurance Anslyst James White 13209 (8155) 593:96% Ashiey Davis
B Tumer Caire Production8Development Developer Driel Lopez 8/3/2008 (8155) 8348501 Caire Tumer TCO10808PD 14
F sown Catherine Marketng Manager Michael Peters 6/15/2008 (8122) 517-3257 Catherine Brown BC1S0707MK05
3 e Kevin Production8Development Developer Darvel Lopez 1j1/2009 (8122) 206-9647 KevinLee LK010109PD 16
T3 Anderson Peter Marketng Assstant Catherine Brown 7112008 (8133) 1249850 AP010708MK06
3 Johnson Mary Production8Development Qualty Assurance Analyst James White 7132008 (8155) 4209327 0107089018
3 retes Michsel General Manager Ouner 6/1/2008 (@139 2780717 o1
3 whee James ProductonsDevelopment Manager Mchael Peters 6/3/2008 (8155) 271:339%
3 smith John Administration Assistant Rachel Jackson 7/1/2008 (8122) 1976471
3 tsabela Marketng Assstant Catherine Brown 8/1/2008 (8155) 558.9317 GI010808MK08
3 Lews Susan Production8Development Developer Daniel Lopez 6/1/2009 (8122) 408-5208 15010602017
33 toper Daniel James White 7/1/2008 (8111) 5598667 LPO1070FD12
b Angela ProductionsDevelopment Developer Daiel Lopez 712008 (8111) 102-1032 PADIOTOSPDI3
S Jadson Mary Merketing Sales Assodate Catherine Brown Y/3/2009 (8111) 2424500 MO10108MKDS
3 st Jennifer Marketng Saies Assocate Catherine Brown 6/1/2008 (8155) 250-1016 SI010109MK10
3 Teyor Madison Administration Assistant Rachel Jackson 8/1/2008 (8144) 211-9067 TMO10808MK07
3} Roduer Anthony Rodriguez. Anthony Btestcorp. com ProductionSDevelopment Developer Dariel Lopez 8/1/2008 (8122)831-1370 Anthony Rodriguez RAO10806PD1S

SharePoint View Permission

Please note that Column View Permission has to be activated before it can be used. For further
reference, please see our Product Installation Guide.

Further information is also available in our FAQ.

Feature Introduction

View Permission

View Permission Enable or Disable View Permission

Enable or disable View Permission @ Enable

(") Disable

This function lets the administrator globally enable or disable or View Permission settings
configured with View Permission in this list.

Default View Permission Level

Default View Permission Level Select the default view permission level:

Specify whether views in this list are visible or hidden by default. (Note: If you select "hidden” as @ i
your default, then all new views and any previously existing views will be hidden by defauit. This (©) Hidden
results in all users and any subsequently created new user accounts not having access to any
views in this list unless you specifically grant them permission to access the view(s). If you choose
“visible® as your default, all views will be fully visible to all users, induding any new user accounts
created, unless you specifically configure a permission part to deny them access.)

() visible

This function defines the default behavior for View Permissions. If the default level is set as
“Hidden” then new users will not be able to access any views affected by View Permission
settings, unless the administrator specifically grants them access to these view. Setting the
default to be “Visible” will thus allow all new users access to all views, unless they specifically
denies them access by creating separate View Permission settings.




Access Type

Full Access ]L|

Read-only ‘
Hidden this view is not visible to users

These settings also have another effect on the View Permission settings. Depending on the value
set here, the default value in the Access Type menu in specific View Permission Settings will
change. If the default value is “Hidden” then the default in the Access Type menu will also be
“Hidden (this view is not visible to users)” However, if the default value is set to be “Visible”
then the default in the Access Type menu will change to “Full Access”.

These are important settings if you will lists with a large number of views. Selecting a good
default value will set the Access Type for all views, so that the administrator does not have to
change these settings. Also, for each new view this value will be set by default, so the
administrator can save a lot of time with choosing the appropriate default value.

Permission Settings

Permission Settings Permission Settings Name (Click to edit)  Click to Delete Enable Disable State

Set view permission parts. You have not yet created any permission settings.

a Add View Permission Settings

a Edit "View Permission Redirect Page” settings

The Permission Settings section gives the administrator an overview over all View Permission
settings already set up. Each settings part can be deleted, or enabled disabled. The status field
display whether a settings part is enabled or disabled. To edit a View Permission settings part
click the name of the settings part which will open the settings page for the View Permission
settings part.

To add View Permission settings, click the “Add View Permissions Settings” link.

The “Edit ‘View Permission Redirect Page’ settings” directs the administrator to a site to
configure notifications for users if they do not have sufficient permissions to access a view.

Edit ""View Permission Redirect Page' settings



Giobal Home > HIR Department > Salary Information > Settings > Permisaion Main Settings > Edit Redirect Page Settings

Edit Redirect Page Settings

the text dsplayed on the redirect page

Redrect page settings:
Use redrect page
View unavallable message:

All views unavaiable message:
"Go to view" button text:

“Return to homepage" button text:

oK Cancel

These settings have been newly introduced to Column View Permission. They give the
administrator the option to configure notifications if views are unavailable to users. Check the
“Use redirect page” to use this feature. If activated, any users without sufficient permissions will
be directed to a page presenting him with the following options.

There are four messages that can be configured. However, for each message a default message is
preset. So activating this feature does not require to enter any messages, if the default messages
meet the requirements of the administrator.

1. The “View unavailable message”: This message will be displayed if the user does not
have sufficient permissions to access the view selected.

2. The “All views unavailable message”: This message will be displayed if the user does not
have sufficient permissions to access any view for this list.

3. The “’Go to view’ button text”: This message will be displayed on the face of the ‘Go to
view’ button, to direct the user to the next available view.

4. The “‘Return to homepage’ button text”: This message will be displayed on the face of
the ‘Return to homepage’ button to direct the user from this list.

Import/Export Permission Parts

Import or Export Import ‘ | Export

Import or export current settings as an xml file.

The new version of Column View Permission allows for importing and exporting permission
parts. This function is based on XML files. Thus, creating similar permissions for different sites
will be easier and less time consuming.



'E Import Set;tings -- Webpage Dialo

Select an XML file containing settings: Browse... | Upload |

To import settings click the Import button. A popup window will open. There the administrator
can either paste the XML file contents into the designated area, or browse for a file and upload it.
After uploading the file the contents will be displayed in the area above the upload area. To
confirm importing the XML file click the OK button. To abort importing the specified
permission settings, click the Cancel button.



& | Settings of HR Department_Salary Information_Item Permissions -- Webp_ﬂi_ M
il i AL A LS g - -

<?xml version="1.0" encoding="utf-8"?2> -
<PermissionSetting xmlns:xsi="http://www.w3.0rg/2001/XMLSchema-instance"
xmlns:xsd="http://www.w3.0rg/2001/XMLSchema">
<Id>00000000-0000-0000-0000-000000000000</Id>
<Enabled>true</Enabled>
<RelativeColummPermissionToView>false</RelativeColummPermissionToView>
<DefaultViewPermissionType>Visible</DefaultViewPermissionType>
<PermissionParts>
<PermissionSettingPart>
<Id>870580b7-563b-4bac-bb75-d817ae39ad33</Id>
<Name>User Read Item</Name>
<Enabled>true</Enabled>
<LastEnabled>true</LastEnabled>
<PartType>ItemPermission</PartType>
<IncludePeoples>
<Peoples />
<UserFieldRecipientSetting>
<IsLookupedFields>false</IsLookupedFields>
<UserFields>
<string>User</string>
</UserFields>
</UserFieldRecipientSetting>
<ExternallListUserFields />
<AllowAnonymous>false</AllowAnonymous>
<SelectAllPeople>false</SelectAllPeople>
</IncludePeoples>
<ExcludePeoples>
<Peoples />
<UserFieldRecipientSetting>
<IsLookupedFields>false</IsLookupedFields>
<UserFields />

[

| Save | Cancel

To export permission settings click the Export button. A popup window will open and display
the XML file contents in the edit area. The administrator can then save the settings to any
location and thus make it reusable in other lists. To abort exporting the settings, click the Cancel
button.

Permission Settings Name

Permission Settings Name Enter a name for these Permission Settings:
Enter a unique name for these permission settings

Name each View Permission settings part. The settings part will be displayed with this name in
the Permission Settings table in the main settings page for View Permission.



User/Group Selection Process

The User/Group selection process has been modified and improved compared to the previous
version. One distinctive difference is that administrators are now able to specify in far more
detail which users to include and which to exclude from the selection process. It also makes
understanding the selection easier as both parts share the same interface.

The first selection lets the administrator decide if he wants to include all users, or if he wants to
select a small group of users based on criteria that he specifies below.

Include People

5 Select people type
Select people to whom you want to assign permissions

Select All Users
Q) Select Only the Following Users

Column View Permission now allows for specific selection of users and groups by filtering them
by:

e) Including/excluding anonymous users
f) Input of user or group names
g) Looking up users from other lists and filter them based on conditions
e) Anonymous Users
Select/Unselect Anonymous Users
[~ 1Indude Anonymous Users
This allows the administrator to include anonymous users in the permission settings.
An anonymous user is used for public access to your Web Site.
Anonymous access allows anyone to visit the public areas of your Web sites while preventing
unauthorized users from gaining access to your Web server's critical administrative features and

private information.

f) Input of user and group names

Enter users/groups

& W



As in previous versions, Column View Permission provides a box to enter any user or group
name. It also allows entering multiple users or groups, and as with the default user selection, the
administrator can look up names or check the names entered into the box.

As in previous versions, Column View Permission provides checkboxes with all User/group
columns available. Checking these checkboxes will result in selecting the users which are
contained within the selected column. The administrator can also select related columns, if the
checkbox to display them is checked. This means that all user/group columns in the list that is
looked up from will be available for selection.

g) Looking up users from other lists and filter them based on conditions

Choose user or group columns from another SharePoint list

IChoose user/group columns from a different list: X
Select a site: Select a list:
Global Home v ActiveDirectoryConfig v

Select a column containing people or groups:

[Tl created By
[T Modified By

V| Add condition

Enter a condition to determine the people or groups to which the permissions will be assigned:

[Insert column...] v [Insert operator...] v [Insert function...] v

Function Help Tip

Add users from another list

The process to select users from another list works in 3 steps:

4. Specify the list to look up from. To do so, the administrator has to firstly select the site
on which the list is located. Note that only sites in the same site collection are available.
All lists located on this site will be available for selection in another dropdown list.

5. Specify the User/Group columns that will be used to specify the users. These are to be
selected through checkboxes, similar to the User/Group column selection in the original
list. However, no related columns are available to select in this selection.



6. A final step is the ability to filter the users selected based on conditions.

Specify Selection Criteria Based on Conditions

We have introduced conditions to specify user and items even more precise, and thus providing
an even more granular approach. In View Permission conditions are used for filtering
users/groups from other sites.

The process to select users from another list works in 3 steps:

1. Specify the list to look up from. To do so, the administrator has to firstly select the site
on which the list is located. Then all lists located on this site will be available for
selection in a dropdown list.

2. Specify the User/Group columns that will be used to specify the users. These are to be
selected through checkboxes, similar to the User/Group column selection in the original
list.

3. Filter the results by specifying conditions. The conditions allow building relationships
between the User/Group columns and any other column existing in the list. This will
effectively result in only selecting users who meet the conditions specified.

View Permission Settings

In the View Permission Settings the administrator can specify the permission level that the
selected users will have for each of the views in a list.

Permission Settings

View Permission Settings
ettings. Spedfy whether the view is hidden, read-only, or fully

View Permission Settings:
ings use the view name as the identifier, so if you change the view

View Name Access Type Hide "Actions™ Menu (Click to edit) Disable Datasheet View
e noneffective.)

Salary Info Confidential  Fy|| Access v | All menu items visible

My submissions Full Access v | Allmenu items visble

Approve/reject Items Full Access v | Allmenu items visible

The Access Type defines whether the view should be fully accessible, read-only, or hidden for
the selected users. The default for these settings can be changed in the Default View Permission
Level settings (see above for further information).

Access Type

Full Access E|

Read-only ‘
Hidden (this view is not visible to users)




The ‘Actions’ menu configures which options in the ‘Actions’ menu should be visible to the user.
Selecting the first option (“Hide ‘Actions’ menu”) will make the whole Actions menu

completely invisible in the view, and thus disable all the options available in it. The

administrator can also specify single menu items to be hidden from users.

Hide "Actions™ Menu (Click to edit)

| All menu items visible -

Hide "Actions” menu
« 1 Hide "Open With Access” menuitem [
£)  Hide "View Rss Feed” menu item ]

—|

| Hide "Alert Me" menu item ]

A

The Datasheet View can be disabled by checking the checkbox in the ‘Disable Datasheet View’
column for each view. This will not only make the Datasheet View ‘Actions’ menu item
invisible, but will also disable the URL to access the Datasheet View.



Example

In companies there is information that should only be accessible to certain people. So only staff
in the Administration department has to be able to read and modify private information of
employees. Other employees should not be able to access this kind of information. So
information like address, social security number, etc should be hidden from any employee,
except employees working for Administration.

Less sensitive information on the other hand like the department employees are working in,
whom they are reporting to, etc is information that should be shared, however, it should only be
read-only.

A way to achieve this goal is to define views that include the necessary information for its target
audience, and then restrict the access level with SharePointBoost View Permission.

Firstly, create a view that should be accessible by all employees. This view is called "Public".

Global Home > HR Department > HR Mana
HR Management

New ~ | Actions ~ | Settings + view: Public
Peters Michael (8133) 279-0717 General Manager Owner Michael Peters
Jackson Rachel (8199) 560-6794 Administration Manager General Manager Rachel Jackson
Smith John s (8122) 197-6471 Administration Assistant Manager Administration )
Brown Catherine Brown, Catherine @testcorp.com (8122) 517-3257 Marketing Manager General Manager
Anderson Peter (8133) 124-9850 Marketing Assistant Manager Marketing
Taylor Madison (8144) 211-9067 Administration Assistant Manager Marketing
Garda Isabela (8155) 559-9317 Marketing Assistant Manager Marketing
Jackson Mary (8111) 242-4900 Marketing Sales Associate Manager Marketing
Snith Jennifer (8155) 250-1016 Marketing Sales Assistant Manager Marketing
White James (8155) 271-3396 ProductionsDevelopment  Manager General Manager
Lopez Daniel (8111) 559-8667 ProductiondDevelopment  Project Manager Manager Production&Development Daniel Lopez
Philips Angela (8111) 102-1032 ProductionsDevelopment  Developer Project Manager Production8Development Angela Phillps
Turner Claire (8155) 834-8501 ProductionsDevelopment  Developer Project Manager ProductionaDevelopment Claire Turner
Rodriguez Anthony (8122) 831-1370 ProductionsDevelopment  Developer Project Manager ProductionSDevelopment Anthny Rodriguez
Lee Kevin (8122) 206-9647 ProductionsDevelopment  Developer Project Manager ProductonaDevelopment
Lewis Susan (8122) 408-5308 ProductionsDevelopment  Developer Project Manager Producton8Development

01 Johnson Mary (8155) 420-9327 ProductionsDevelopment  Product Support Assistant  Manager Production8Development
DAO10109PD19 Davis Ashley (8155) 593-8646 ProductionsDevelopment  Product Support Assistant  Manager Production8Development

Also, create another view for administrative staff only; this one is the "Administrative™ view.




Global Home > HR Department > HR Management

HR Management

Evployee 1D
R010608A003

TMO10808MKD7

GI010808MK08

MO10109MKD3

PMDI0608GMOL

101010910

WX010608D11

P010708PD12

PAOI0708PD13

TCO10808°0 14

RAD10806°D15.

1010016

15010603017

MO07P013

DAD1010%D19

Famiy Name  FystName
Jadson  Rachel
smith John
srown Catherne
Anderson  peter
Tayor Madson
Garca Isabela
Jadson  Mary
peters Michael
Smith Jennifer
White James.
Lopez Daniel
Philps Angela
Turmer Clare.
Rodiguez  Anthony
Lee Keve
Lewis Susan
Johnson  Mary
Davis

Date Of Brth
7/1563

12/13/1964

1/20/1965

5/11/1967

8/5/1%67

5/18/1968

10/5/1968

9/21/1960

128/1973

5/26/1974

3430/1977

1/20/1977

78197

17/1982

223/1983

11/20/1983

6/8/1384

10/14/1984

Social Seaurity #

208-78-1766

483043293

074500788

630858855

305660545

e4-46-6984

529666285

265630983

23704868

452308128

53314783

006429357

618-38-5574

632011179

008-68-1919

530957093

317246%

2260789

12100108

LURNEW

121AN0CY4

1214IMRW

L210P3Q

121HQQ135

121040482

1210°Y281

12EOM

LU

121PX5108

12IRGNTFN

1212306M2

2zAnP

12UNFCE

Address

s5Man
Stet

65 Times
Square.

60 Garden
Road
18park
Boulevard
35Man
Swest
725taton
Square.
19
Terrace
University
orve

14Park
Boevard

Street
17Park
Avenve
60 Casno.
ToLske
Road
9park.
Avenve

Kennedy

Springfield

Springield

Emal
Jackson Rachel Gtestcorp.com

‘Smith.John Gtestcorp.com

Erown. Catherie Btestcorp.com

Anderson Peter @testcorp.com

Tayor.Madson @testcorp.com

GarciaIsabella @testcorp.com

Jackson Mary @testcorp.com

Peters. Mchael @testcorp.com

Smth. Jennifer @testcorp.com

Vihite. James @testcorp.com

Lopez.Daniel Gtesteorp.com

Phitps. Angela Btestcorp.com

Tumes.Ciaire Gtestcorp.com

Rodnguez.Anthony Btestcorp.com

Lee KevinBtestcorp,com

Lewis.Susan Btestcorp.com

Johnson. Mary Btesteorp.com

Davis.Ashley Btesteorp.com

(8249)
594-

6711
(8244)
8-

1958
(8244)
595-
3228

Jonedon  Duration of Contract

7172008

Y1y2008

£

]

On Probation Untl  Contract Due Date:

10/3/2008

10/1/2008

11/1/2008

11/1/2008

4/1y2008

9/1/2009

10/1/2008

10/1/2008

11/1/2008

11/1/2008

412009

/172009

10/1/2008

/172008

s/y/2013

7y

6/15/2013

7yo1

8y

8/

yyor

6/yo12

/011

72011

8/

8/

2

6/u22

7

ProductonsDeveiopment

ProductoniDeveiopment

ProductoniDeveiopment

ProductionaDevelopment

ProductonaDevelopment

ProductionsDevelopment

ProductionaDevelopment

Product
Support
Assstant

t
Product
Support
Assstant

Reportng To
Genersl Manager

'Manager Administration

General Manager

Project Manager
ProductonaDe

oI

Lopez

Care
Tumer

Anthony
Rodrguez

KevLee

Lews.

Mery

Ashiey
Davis

Comments  Documents

The Public View includes no sensitive information, while the Administrative view displays all
fields of interest for the Administration Department. To set permissions for these views, navigate
to the View Permission settings page.

@ Versioning settings

o Advanced settings

@ Audience targeting settings
o List Item Ranking Settings (Powered by SharePointBoost)
@ RichText Boost Settings (Powered by SharePointBoost)

2 Save list as template

List Information
Name: HR Management
Web Address: http://vmdevbase/HR Department/Lists/HR Documents/Restricted Info.aspx
Description:
General Settings I P issions and
@ Title, description and navigation a Delete this list

@ Permissions for this list

8 Workflow settings

@ Information management policy settings

@ Column Permission settings (Powered by SharePointBoost)

@ View Permission settings (Powered by SharePointBoost)

@ Item Permission Batch settings (Powered by SharePointBoost)

a Form validation settings (Powered by SharePointBoost)

In the List Settings page click on the View Permission link to be directed to the View Permission
general settings page.



Global Home > HR Department > HR Management > Settings > Permission Main Settings

Customize View Permission for HR Management

Main Settings Page

Click the OK button to apply any changes you have made to permission settings [ 0K ] [ cancel |
View Permission Enable or Disable View Permission
Enable or disable View Permission 9 Enable
Drisable

Select the default view permission level:

© Hidden
Visble
created, unles ermission part to deny ther
Permission Settings Permission Settings Name (Click to edit)  Click to Delete Enable/Disable Stat
o ) Pubic ] =
Administration

[ Delete | [ Disable  enabled |

ge” settings

Import or Export (

Import or export current settings as an xmi file.

License Management Click here to manage icense for Calumn/View Permission 2.0.401.1

Manage license for View Permission

Click the OK button to apply any changes you have made to permission settings oK. Cancel

As this information in this list is confidential, the administrator wants the default set to be
‘Hidden’ for new users.

Global Home > HR Department > HR Management > Settings > Permission Main Settings > Edit Redirect Page Settings

Edit Redirect Page Settings

Change the text displayed on the redirect page

CxJles)

Redirect Page Settings

Configure redirect page settings. If you enable the redirect page settings for this list, any user Redirect Dt

that attempts to open a view to which he does not have the necessary permissions will v] Use redirect page

aistomatically be redrected 0 a page containing the text specified on the right. (OF the redrect View unavaiable message: According to the current view permission settings, this view is not available. What would you like to do?

page is not enabled, the user will simply see the default “Access Denied" message or be sent to the

next avalable view.) All views unavailable message: According to the current view permission settings, no views for this list are available. What would you like to do?
"Go to view" button text: Go to next available view

"Return to homepage" button text: Go back to site

Also, the administrator has activated the Redirect Page; so that users are informed of their
choices when they navigate to a view they do not have permissions to.

Then navigate back to the View Permission main settings page, and click “Add View Permission
Settings”. The administrator creates a settings part that allows users access to the "Public" view,

while denying access to other views that contain confidential information. This settings part is
called ‘Public’.

Permission Settings Name

Enter a name for these Permission Settings:
Enter a unique name for these permission settings

Public



Then the administrator has to specify which users will be affected by these view permission
settings. As all employees should be able to access this view the administrator just selects the
‘Select all users’ radio button. As external parties should not be able to access this information at
all, anonymous users are excluded by checking the Select/Deselect Anonymous Users checkbox.
Also, as employees working in the "Administration™ department should not be affected, they are
excluded as well, using the following condition:

[(HR Management).Department]=="Administration"

Include People

% Select people type
Select people to whom you want to assign permissions

9 Select All Users
Select Only the Following Users

V] Exclude People Select people to exdude from these permission settings

Select people to excude from these permission settings Sel JUnselect Anonymous Users

V|Excude Anonymous Users

Enter users/groups

& w
Choose user or group columns from another SharePoint list
iChoose user/group columns from a different list: x
Select a site: Select a list:
HR Department - HR Management -
Select a column containing people or groups:
V| User
_|Created By
" IModified By
[¥] Add condition
Enter a condition to determine the people or groups to which the permissions will be assigned:
[(HR Management).Department]=="Administration"
[Insert column...] v [Insert operator...] v [Insert function...] -
is equal to (==)
For predefined value types, the equality operator (==) returns true if the values of its
operands are equal, false otherwise. For reference types other than string, == returns true
if its two operands refer to the same object. For the string type, == compares the values of
the strings.
Test Condition Settings | Test Successful

Add users from another list

Now the administrator has to select what views are available to the employees, and what
permissions they have for these views.



Permission Sef
Configure vies

View Permission Settings

View Permission Settings:

View Name Access Type Hide "Actions™ Menu (Click to edit) Disable Datasheet View

Administration  Hidden (this view is not visible to users) v All menu items visible

Public Read-only - Hide "Actions” menu - v

For the ‘Public’ view they should be able to see it, however they should not be able to make any
changes, thus selecting read-only access is the right choice. To ensure that they are not able to
access the information by exporting the list information, check the administrator can hide the
Actions Menu completely. Also, by disabling the Datasheet View, he ensures that the employees
cannot access the datasheet view at all, and thus won’t be able to access any information in the
datasheet view.

All the other views should be hidden from the employees, thus the administrator just selects the
‘Hidden’ option in the Access Type menu.

Now, the administrator still has to set up the view permissions for the Administration
Department. Firstly, again create a new View Permissions settings part. Name it as
‘Administration’.

Permission Settings Name Enter a name for these Permission Settings:
Enter a unique name for these permission settings v :
Administration

Then, select which users to include. To only select employees working in the Administration
Department the administrator needs to specify the site and the list from which to look up. Here,
this is the same as the existing list. Then specify the ‘User’ column as the column to pull users
from. Following he needs to filter for employees in Administration department only. This he can
achieve with this condition:

[(HR Management).Department]=="Administration"



Include People

Select
Select people to whom you want to assign permissions elect peopie type

_) Select All Users
@ select Only the Following Users

Select/Unselect Anonymous Users

[“J1ndude Anonymous Users

Enter users/groups

& W
Choose user or group columns from another SharePoint list
iIChoose user/group columns from a different fist: X
Select a site: Select a list:
HR Department - HR Management ~
Select a column containing people or groups:
[V]user
[“Icreated By
| Clmodified By
[¥] add condition
Enter a condition to determine the people or groups to which the permissions will be assigned:
[(HR Management).Department]=="Administration"
[Insert column...] v [Insert operator...] v [Insert function...] -
is equal to (==
For predefined value types, the equality operator (==) returns true if the values of its
operands are equal, false otherwise. For reference types other than string, == returns true
if its two operands refer to the same object. For the string type, == compares the values of
the strings.
Test Condition Settings Test Successfull

Add users from another list

Now, the administrator has to specify what access type the administration employees should
have for each view. For all views they should have Full Access. So the administrator can just
specify full access for all views. Also, the Actions menu and all its options should be visible, and
the Datasheet View available.

Permission Settings

Configure view permission settings. Specify whether the view is hidden, read-only, or fully
acc
(Note: View permission settings use the view name as the identifier, so if you change the view
name, the permissions will be noneffective.)

View Permission Settings

View Permission Settings:

View Name Access Type Hide "Actions™ Menu (Click to edit) Disable Datasheet View
Administration  Full Access

2.3 | All menuitems visible < ]

Public Full Access % All menu items visble - 0

Logging in as Anthony from the Production & Development department, only the ‘Public’ view
is available. Also, the Actions menu is not being displayed.



Global Home > HR Department > HR Management

HR Management

On the other hand,

list entries.

Global Home > HR Department > HR Management

HR Management

| New ~ View: | Public =]
Employes ID Family Name First Name Email Phone Department Position Reporting To Ouser [ Public |
PMO10608GMO1  Peters Michael Peters.Michael @testcorp.com (8133) 279-0717 General Manager Owner Michael| [j | Create View
JRO10608AD03  Jackson Rachel Jackson.Rachel @testcorp.com (8199) 560-6794 Administration Manager General Manager Rachel Jackson
S1010708AD04  Smith John Smith. John@testcorp.com (8122) 197-6471 Administration Assistant Manager Administration John Smith
BC1S0707MKO5  Brown Catherine Brown.Catherine @testcorp.com (8122) 517-3257 Marketing Manager General Manager Catherine Brown
APOI0708MKO6  Anderson Peter Anderson, Peter @testcorp.com (8133) 124-9850 Marketing Assistant Manager Marketing Peter Anderson
TMO10808MKO7  Taylor Madison Taylor.Madison @testcorp.com (8144) 211-9067 Administration Assistant Manager Marketing Madison Taylor
GI010808MKOS  Gardia Isabella Garda.Isabella@testcorp.com (8155) 559-9317 Marketing Assistant Manager Marketing Isabella Garcia
IMO10109MKOS  Jackson Mary Jackson.Mary @testcorp.com (8111) 2424900 Marketing Sales Associate Manager Marketing Mary Jackson
SI010109MK10  Smith Jennifer Smith. Jennifer @testcorp.com (8155) 250-1016 Marketing Sales Assistant Manager Marketing Jennifer Smith
WJ010608PD11  White James White. James @testcorp.com (8155) 271-33% ProductionsDevelopment  Manager General Manager James White
LP010708PD12 Lopez Daniel Lopez.Daniel @testcorp.com (8111) 559-8667 Production8Development  Project Manager Manager Production&Development Daniel Lopez
PAOI0708PD13  Philips Angela Philips. Angela @testcorp.com (8111) 1021032 ProductiondDevelopment  Developer Project Manager ProductionsDevelopment Angela Philips
TCO10808PD14  Turner Claire Turner.Claire @testcorp.com (8155) 834-8501 ProductionsDevelopment  Developer Project Manager ProductionsDevelopment Claire Turner
RAD10808PD15  Rodriguez Anthony Rodriguez. Anthony @testcorp.com (8122) 831-1370 ProductionsDevelopment  Developer Project Manager ProductionsDevelopment Anthony Rodriguez
LK010109PD 16 Lee Kevin Lee.Kevin@testcorp.com (8122) 206-9647 Production8Development Developer Project Manager Production&Development Kevin Lee
LS010609PD17  Lewis Susan Lewis.Susan@testcorp.com (8122) 408-5308 ProductiondDevelopment  Developer Project Manager Production&Development Susan Lewis
IMO10708PD18  Johnson Mary Johnson.Mary @testcorp.com (8155) 4209327 ProductiondDevelopment  Product Support Assistant Manager Production&Development Mary Johnson
DAO1010SPDIS  Davis Ashley Davis. Ashley @testcorp.com (8155) 593-8646 ProductionsDevelopment  Product Support Assistant Manager Production&Development Ashley Davis

if John logs in, she can access all views and has permissions to change or add

il
Employee 1D
JR010608AD03
DAD10109D19
TC010808°D 14
BC1S0707MK0S
LKD10109PD 16
APO10708MKD6
IMD10708PD18
PMO10608GMO1L
WI010608PD11
5)010708AD04
GI010808MKDS
LSD10609PD17
LP0O10708PD12
PAD10708PD13
IMO10109MK09
52010109MK10
TM010808MK07
RA010808D15

= view: Public B
Famiy Name First Name il Phone Department Positon Reportng To User
Jackson Rachel Jackson Rachel @testcorp.com (8199) 5606794 Administration Manager Michael Peters Rachel Jackson
Davis hshley Davis. Ashiey Gtestcorp.com (8155) 5938646 ProductionaDevelopment Quality Assurance Analyst James White Ashley Davis
Tumer Claire Turer.c Developer Danief Lopez Claire Tumer
Brown Cathesine Brown.Catherine @testcorp.com (8122) 517-3257 Marketng Manager Michael Peters Catherine Brown
Lee Kevin Lee.Kevin@testcorp.com (8122) 2069647 ProductionaDevelopment Developer Dariel Lopez KevinLee
Anderson Peter Anderson,Peter Gtestcorp.com (8133) 124-9850 Marketng Assistant Catherine Bronn Peter Anderson
Johnson Mary Johnson. Mary @testcorp.com (8155) 4209327 ProductionaDevelopment Qualty Assurance Analyst James White Mary Johnson
Peters Michael Peters Mchael Stestcorp.com (8133) 2730717 General Manager Onner Michael Peters
White James White. James @testcorp.com (8155) 2713396 ProductionaDevelopment Manager Michael Peters 3ames White
Smith John Smith, John Gtestcorp.com (8122) 1976471 Administration Assistant Rachel Jackson John Smith
Garcla Isabela Garcia.Isabela Btestcorp.com (8155) 5539317 Marketng Assistant Catherine Brown Iszbela Garda
Lewis Susan Lewis. Susan @testcorp.com (8122) 408-5308 ProductionaDevelopment Developer Daniel Lopez Susen Lews
Lopez Dariel Lopez Daniel @testcorp.com (8111) 559-8667 ProductionaDevelopment Project Manager James White Dariel Lopez
Philips Angela Philips. Angela @testcorp.com (8111) 102-1032 Production8Development Developer Darvel Lopez Angela Philips
Jackson Mary Jackson. Mary @testcorp.com (8111) 242-4300 Marketing Sales Assocate Catherine Bronn Mary Jackson
Smith Jennifer ‘Smith. Jennifes @testcorp.com (8155) 250-1016 Marketng Sales Assodate Catherine Brown Jennifer Smith
Taylor Madson Taylor, Madison@testcorp.com (8144) 211-9067 Administration Assistant Rachel Jackson Madson Taylor
Rodriguez Anthony Rodrigu Developer Daniel Lopez Anthony Rodriguez






